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Report 

 

The Women Empowerment Cell &NCC in collaboration with the Cyber Crime 

Department, Rajahmundry, organized an impactful Cyber Crimes Awareness 

Programme to sensitize girl students about cyber security, online threats, and 

legal protection mechanisms related to women’s safety on digital platforms. 

Sri Murali Krishna Garu, Additional SP (Administration), Smt. Manga Devi Garu, 

CI, Mahila Police Station, Rajahmundry, and Sri YSV Suresh, Senior Cyber 

Expert, District Cyber Cell, Police Department, Rajahmundry, participated as 

key speakers. The session was led by the  Sri Murali Krishna Garu Assistant 

Superintendent of Police (ASP), Cyber Crime Department, Rajahmundry, 

along with a specialized team of cyber experts. The programme aimed at 

educating students on safe digital practices, cyber laws, and methods to 

prevent online harassment. 

The ASP addressed the students, stressing the growing need for awareness of 

cybercrime among young women due to increased usage of social media, 

online banking, digital education platforms, and mobile apps. The ASP 

highlighted common crimes like: 



  Cyberbullying & Harassment 

  Online Stalking & Impersonation 

  OTP Frauds, Phishing & Bank Scams 

  Social Media Misuse & Fake Profiles 

  Morphing, Blackmail & Data Theft 

Students were made aware of legal provisions available for women under IT 

Act 2000, IPC Sections, and Cyber Safety Laws, and were encouraged to report 

any suspicious online activity without fear. 

Sri YSV Suresh, Senior Cyber Expert, explained real-time examples of cyber 

frauds, phishing attacks, and online scams, and advised youth to use Instagram, 

Facebook, and Snapchat responsibly. He emphasized avoiding AI-based photo 

editing and deepfake apps that could misuse personal information. He also 

informed the participants that victims of cybercrime can immediately contact 

the National Cyber Crime Helpline 1930 or visit www.cybercrime.gov.in for 

assistance. 

 

Smt. Manga Devi Garu, CI, Mahila Police Station, explained the legal assistance 

available for women and students in cyber-related cases and encouraged 

everyone to report cybercrimes without hesitation. 

 

Principal Dr. K. Ramachandra Rao, who presided over the program, shared his 

personal experiences regarding online safety and stressed the importance of 

responsible digital behavior. 

 

The Cyber experts demonstrated: 

✔ Safe use of mobile apps & privacy settings 

✔ How to identify fake calls, fraud links & scam accounts 

✔ Reporting procedure via Cyber Crime Portal (www.cybercrime.gov.in) 

✔ Working of Dial 112 & Local Women Helpline Services 

They particularly instructed students not to share personal information, 

passwords, or photos with strangers and to keep social media accounts 



private. The importance of digital self-defense was emphasized through real-

time case studies. 

The Principal appreciated the efforts of the Cyber Department and encouraged 

students to be alert, confident, and responsible digital citizens. The session 

concluded with an interactive Q&A, where students clarified doubts regarding 

online threats. 

The event successfully raised awareness about cyber safety, responsible 

internet usage, and the importance of immediate reporting 

through helpline 1930. 

Vice Principal Srirama Murthy, Lt. Dr. Esub Basha Shaik, Dr. K. Anusha, Smt. 

Subhashini, G. Raviteja, Dr. Murali Krishna, Pavan Kumar, NCC cadets, NSS and 

YRC volunteers, and WEC Coordinator Dr.P.Surekha,B.Durgalaxmi and other 

Team members, college students participated enthusiastically. 
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Outcome of the Programme 

✔ Students gained Cyber Safety Awareness 

✔ Understood Cyber Laws & Reporting Mechanisms 

✔ Equipped with Digital Security Skills 

✔ Motivated to practice Safe Social Media Usage 



 



    









 


